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Student Acceptable Use Agreement for Computer and Network Use 

Lenape Regional High School District 

 

The Lenape Regional High School District (“District”) provides access for its students to District television, audio 

visual, and other technology equipment (“technology equipment”) to further student studies, assignments and projects 

in connection with the District’s educational programs.  Use of this network and technology equipment must be 

consistent with the educational mission of the school district (…to develop physically and emotionally healthy 

students who excel in an ever-changing world…).  
 

Access to network services is provided to users who agree to act in a considerate and responsible manner and in 

accordance with this Acceptable Use Agreement (“AUA”). Access is a privilege, not a right. Any student accessing or 

using technology equipment, whether on or off school premises, understands and agrees to abide by this AUA and all 

District Board of Education Policies and Regulations, including, but not limited to, #2500 (District Television Station), 

5550 (Pupil Conduct), 5600 (Expectations for Student Behavior), and 8340 (Internet and LDTV Safety).  Students 

accessing or using technology equipment must execute this AUA on an annual basis prior to any use of or access to 

technology equipment.  

 

The District has the right to review any material accessed or created or displayed by users of District technology 

equipment, whether the technology equipment is used on or off District property.  Technology equipment users should 
have no expectation of privacy for any material created, edited, sent or displayed using technology equipment.   

 

Network storage areas may be treated like school lockers. Network administrators may review files and 

communications to maintain system integrity, protect the safety of students, and insure that users are using the system 

responsibly. Users should not expect that any system content, or content on equipment used to connect to the District’s 

system, will be private.  This includes any personal devices that connect to the District’s network. System technicians 

and administrators and designated school personnel may, at any time and without notice, review content stored on the 

District’s system.  This includes the right to review content sent by, to or through the system, as well as content stored 

on any equipment not owned by the District that is connected to the system in any manner, including wireless 

equipment.  Any content stored on the District’s system found to have violated any applicable policies shall be subject 

to immediate removal.  

 
Acceptable use of technology equipment shall be for educational purposes only, including information gathering, 

research, academic development, and the advancement of learning and teaching in connection with District 

educational programs.  Use of technology equipment must be related to the approved curriculum or extracurricular 

activities of the District.  Personal use of technology equipment is prohibited.  Use of network services and/or 

technology equipment in an inappropriate manner is prohibited.  The Superintendent and/or his/her designee shall have 

the authority to approve and disapprove specific technology access or uses. 

 

Any individual engaging in the following actions when using computer networks/computers and technology 

equipment shall be subject to discipline and/or legal action: 

 

 Illegal or other activities prohibited by District Board of Education Policy and federal, state, or local laws and 
regulations, including, but not limited to, copyright, trademark and other intellectual property laws; 

 Creating, editing, sending, or displaying abusive, harassing, threatening, insulting, obscene, pornographic, 

vulgar, lewd, indecent, discriminatory, offensive, or other material which may disrupt the educational 

program, work, security and/or discipline of the District; 

 Creating, editing, sending, or displaying material which promotes the use of alcohol, tobacco, or drug use or 

other illegal activities; 

 Creating, editing, sending, or displaying material for commercial purposes, advertising or benefiting for-profit 

organizations;  

 Creating, editing, sending, or displaying material concerning non-profit organizations not directly related to 

District educational goals or not approved by the District Board of Education; 

 Creating, editing, sending, or displaying material intended to promote political views or parties; 

 Creating, editing, sending, or displaying material to promote or disparage religious views or organizations; 

 Creating, editing, sending, or displaying any public service announcements which are not directly related to 

the educational interests or mission of the District or inconsistent with the terms of Board of Education 

Policies, Regulations or this AUA; 



 Creating, editing, sending, or displaying any other material not directly related to the educational interests or 
mission of the District or inconsistent with the terms of District Board of Education Policies, Regulations or 

this AUA; 

 Tampering with or damaging technology equipment, computer systems, networks, hardware, software or 

settings;  

 Tampering with or disabling restricted access safeguards;  

 Revealing information not publicly known in the educational community about District students, faculty or 

staff, including, but not limited to, age, home address, and telephone numbers; 

 Providing technology equipment access for any use by non-District students or other individuals; 

 Any other access or use which may be deemed contrary to the best interests of the student and the District. 

 
The District reserves the right to restrict access to other areas that may not be specifically covered in the above list, but 

may be deemed to be contrary to the best interests of the students and schools. 

 

It is understood that anyone using this Internet network has agreed to abide by this Acceptable Use Agreement.  

Violations may result in disciplinary and/or legal action. 

 

I have read and understand the AUA.  

 

 

_______________________________________ _______________________________________  ____________ 

 Print Student’s Name    Student’s  Signature   Date 
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